WHATTYPES OF

ELECTRONIC MEDIA

CAN BE DESTROYED?
Hard Drives

from laptops, desktops, servers,

I copiers & more
Backup Magnetic Tapes
o Floppy Disks

3.5" disks, 5.25" disks, & more

Ensure your business 2ip Disks

100 MB, 250 MB, & more

is safely disposing of Optical Mt

CDs, DVDs, Blue Ray,

electronica"y-stored and HD DVDs
information.

TOP TIPS

0 Clear out storage facilities
regularly & avoid stockpiling
unused hard drives

o Physically destroy all
unwanted hard drives to
ensure any data they

contain in unrecoverable

Use a 3rd-party who
provides a secure chain of
& ceustody and written
¥ confirmation of destruction

(v} Incorporate new and

emerging forms of
electronic media into your

information security policy

PEOPLE IN THE UK
DON'T DELETE PERSONAL
INFO FROM HARD DRIVES
before selling or
throwing them away'
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Storing redundant e|_éctronic i
equipmentin the ofﬂce offers  \N = 22
a goldmine of sensitive ; '( ,00

¢ tion for data thieves. \ |
information | USBs a YEAR

g of | .
14% messieraosotetl . BEIIE areretrievedby
of information can lead to heavy fines, [ DRY CLEANERS
LARGE BUSINESSES | aswellas significant damage
NEVER SECURELY DESTROY | 1o your reputation.

electronically stored P
information or do it A
less than once a year’ J_))
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°/ SME BUSINESS
4% Ssunes  £325,000
have never disposed of hard drives, TH E I-ARG EST

USBs, and other hardware containing DATA BREACH FINE

CONFIDENTIAL INFORMATION® issued by the ICO following the discovery of
sensitive data on hard drives sold on an auction site’

To book your Hard Drive Destruction service visit shredit.co.uk/hdd-uk or call 0800 028 1164
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